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# 引言

## 编写目的

此文档是对日志审计系统功能、性能、用户界面以及运行环境，系统部署条件等信息作出详细说明。为系统设计阶段提供依据和指导。帮助开发人员、测试人员和相关人员了解系统实现的功能，并作为验证产品是否能满足用户需求的依据。

## 读者对象

此文档面向的读者人群为：参与此项目的前端开发人员、后端开发人员、测试人员、项目经理以及市场营销人员。

## 项目背景

随着信息化的快速发展，当今的企业和组织在IT信息安全领域面临比以往更为严峻的挑战，一方面是来自于企业和组织外部的层出不穷的入侵和攻击手段，一方面是来自企业和组织内部的违规和泄露。

为了应对不断的挑战，企业和组织部署了防病毒系统、入侵检测系统、防火墙等一系列安全系统。这些安全系统仅仅是防堵某个方面的安全威胁，形成了一个个安全防御孤岛，无法产生协同效应。这些安全系统在运行过程中还产生了大量的日志，安全管理人员面对大量的、彼此割裂的安全信息，操作着产品自带的控制台界面和告警界面，显得束手无策，工作效率低下，难以发现真正的安全隐患。这就产生了对日志审计系统迫切的需求。日志审计系统能够收集来自企业和组织IT资源中设备和应用的日志，并进行存储、监控、审计、分析、报警、响应和报告，能够满足企业和组织对安全领域的需求。

## 参考文献

[1] <https://blog.csdn.net/c1052981766/article/details/51177974/>.

[2] 赖均、陶春梅、刘兆宏、胡峰，软件工程[M].清华大学出版社，2016.1.

[3] 绿盟安全审计系统[日志审计]用户手册

[4] 杨舒琴，基于日志的安全审计管理系统的研究与实现[D],2011.1.

# 任务概述

## 目标

本系统的目的是研发一款对企业的设备和应用的日志进行存储、监控、审计、分析、报警、响应和报告的日志审计系统。本系统可以用于对企业内部员工操作、IT系统操作等活动进行监控，及时发现异常和违规操作，最大程度的减少内部原因引起的安全隐患。

根据项目的计划，项目的目标主要有实现以下几个方面：

1.日志检索；

2.日志监控；

3.日志的可视化统计；

4.事件告警；

5.日志报表；

6.资产管理；

7.系统管理；

8.消息中心；

9.串口管理；

10.日志存储；

## 用户特点

主要用户是各个企业的安全管理人员、系统运维人员。用户需要对系统运维、linux操作系统、windows操作系统以及Internet协议有一定的了解。

## 假设和依赖

本项目能否成功实施取决于以下条件:

1. 研发团队掌握了先进的能适用于该项目的技术，这是系统的性能是否优化、项目能否完成的根本保证；
2. 团队成员的积极配合，为了项目的开发和实施，合理规划个人时间同时为团队做出合理牺牲，配合队友完成任务。

# 系统特性

## 功能描述

### 系统首页显示内容

本系统的首页显示内容包括以下内容：

1. 统计系统中日志总条数展示；
2. 当日(从0点开始至现在)日志增量；
3. 近7天(按天)每天的日志量；
4. 日志类型数量；
5. 当日(从0点开始至现在)所产生的事件中，源、目的IP统计出现次数最多的前五个；
6. 最新的5条事件展示，此外，点击查看更多的时间展示；
7. CPU、磁盘、内存总量及当前使用情况以及展示系统总资源占用率；
8. 展示资产最多的前5个分组；

### 日志检索

日志检索用于临时检查满足某些条件的日志。主要功能：

1. 查询语法

日志检索的查询语法应该支持全文检索、key-value检索、多key-value布尔组合、括弧、正则检索、模糊检索。全文检索是指将整行日志作为整体进行查询，既不区分键与数值，例如用户可提供一个ip地址如192.168.1.1进行查询，查询结果为包含该ip地址192.168.1.1的所有日志，但是这里的ip地址是源ip地址或者目的ip地址。key-value检索是指指定键和值情况下进行查询，例如指定源ip地址src\_ip:192.168.1.1，查询结果为源ip地址是192.168.1.1的所有日志。

1. 2.查询范围和辅助配置
2. 日志导出
3. 结果展示。

在日志检索之前应该支持选择待检索的日志类型和日志的所属时间范围，日志检索的条件支持保存，以便于下一次检索时调入。日志检索也支持多日志全文查询和单日志独立查询，查询结果按类别分页签打开。查询结果可以导出进行保存。对于当前的查询结果可以进行统计展示，可以按行式展示，也可以按列式展示。

### 日志监控

与日志检索不同的是，日志监控是对满足某些条件的日志进行多次快速查询。

日志监控支持对日志进行树状分组管理，并支持对分组的配置，查询树上的叶子结点可以直接查询日志。日志监控也支持日期时间范围选择和快捷日期选择，以及支持开启或关闭自动刷新。自动刷新可以设置刷新周期，包括：3、5、10、30分钟。当前的查询结果可以以列表形式进行展示、统计图展示以及支持时间、日志类型、上报设备等通用字段的展示。

主要功能：条件分组、手动操作、自动刷新、结果展示。

### 可视化统计

可视化统计，顾名思义就是对指定的日志进行统计并以指定的统计项进行展示。支持的统计项包括趋势图、柱状图、折线图、饼图和表格。

其中，趋势图、柱状图、折线图的要求一致：Y轴度量指标支持的聚合方式：count,min,max,sum,avg,unique count；度量指标支持自定义标签；支持多度量指标组合；度量刻度支持的聚合方式：时间等距划分、数据等距划分、时间范围划分、数字范围划分、枚举值划分、枚举值过滤划分。

饼图的要求：Y轴度量指标支持的聚合方式：count,min,max,sum,avg,unique count；X轴做饼图切分，支持的聚合方式：时间等距划分、数据等距划分、时间范围划分、数字范围划分、枚举值划分、枚举值过滤划分。

表格的要求：Y轴度量指标支持的聚合方式：count,min,max,sum,avg,unique count；X轴做行切分，支持的聚合方式：时间等距划分、数据等距划分、时间范围划分、数字范围划分、枚举值划分、枚举值过滤划分。

对于统计项，可以利用统计项树进行保存、自定义分类。统计项树也支持内置统计项(100多个)

主要功能：趋势图、柱状图、折线图、饼图、表格、统计项树。

### 事件告警

事件告警主要是对事件列表和时间规则的管理。它支持对事件名称、发生时间、源目的IP、风险等级进行查询。事件查询结果可以进行统计，统计结果展示不同日志类型在不同时间段的日志数量，支持今日、本周、本月等时间对统计结果进行过滤，也支持设置过滤TOP值。事件列表支持按时间倒序展示事件，包括事件名、风险级别、源目的IP、产生时间等。事件规则支持按日志设定，支持设置字段间布尔逻辑关系，支持设置key-value数学操作符，支持设置嵌套条件，支持设置分组条件，支持设置分组统计条件，也支持设置事件风险级别。

主要功能：事件查询、事件统计、事件列表、事件规则。

### 日志报表

日志报表主要完成的是创建和管理报表。报表的模板内容支持第三方报表的自定义，包括：支持编辑报表目录结构、支持引用统计项、支持设置报表标题、支持展示页眉和页码、支持报表配置基本内容（名称、描述等）。报表的生成任务可以立即执行任务、定时任务和周期性任务。数据时间过滤支持根据起止时间筛选数据，时间格式精确到分钟，支持起止时间以日历形态可视化展示，支持快捷选择过去3天、5天、7天数据并动态呈现到界面，支持展示已选择时间文字展示和图形展示。模板统计项配置支持报表模板统计项选择，支持多选、全选、取消、重置以及支持统计项搜索。

我的报表支持按日报、周报、月报分类，支持查看全部类型报表，支持报表名、模板名模糊检索，支持展示报表名称、模板名称、分类、所生成的文件格式、创建时间、通知，支持批量下载报表。报表任务的执行设置可以支持设置任务标题、任务描述、报表类型。生成的文件类型支持html，pdf，word格式的报表文件。报表任务支持以列表形态展示，包括任务名、执行方式、开始时间、下次执行时间、结果列表、状态、操作，支持按任务名筛选任务。报表任务支持查看任务结果清单，包括执行时间、执行结果以及支持批量下载任务结果。报表任务支持单选、多选、删除、翻页，支持查看任务、停止任务、查看在线报表、下载HTML/WORD/PDF报表文件。每个报表任务支持展示过滤器信息，包括数据时间、最近执行时间、总耗时、模板、描述、类型、通知信息。报表模板可按分组展示，可按分组查看不同的模板集合，也可查看全部模板。模板可新建，包括模板名称、模板分类、模板描述、模板文件上传；也可以编辑，可编辑模板名称、分类、描述，或替换模板文件。报表支持LOGO配置。

主要功能：报表模板内容、任务类型、数据时间过滤、模板统计项过滤、我的报表、执行设置、通知设置、文件类型、任务列表、任务列表结果、任务管理、任务详情、报表模板内容、模板操作、个性化。

### **资产管理**

资产管理即是对资产进行管理。资产管理支持对资产进行增删改查，支持视图方式查看资产，支持自定义视图和内置视图。每个资产可以查看资产相关的日志、事件。

主要功能：资产管理、视图管理、数据关联。

### 系统管理

系统管理主要完成的是对安全设备、采集器、日志评审系统等全局性参数进行配置。

数据接入部分支持查看绿盟设备接入情况，包括：设备名称、IP、类型、内存使用率、CPU使用率、流量、在线状态等。一次数据接入作为数据源，每个数据数据源支持统计信息展示，包含：接入的日志类型数、设备数、未识别日志条数、解析失败日志数、接收速率、范式化速率、入库速率。数据源支持以列表展示：包含日志类型、接收速率、范式化速率、已处理数、未识别数、解析失败数，支持的操作包括：启停、删除、编辑，支持导出规则、备份数据源、恢复数据源。支持接入的日志类型包括绿盟设备、第三方安全设备、网络设备、数据库、windows/linux主机日志、web服务器日志、虚拟化平台日志、网络设备流量(netflow等)、以及自定义日志。agent管理支持agent列表呈现，包括：IP、主机名、最后请求时间、操作系统、版本号,支持上传agent、删除agent。

证书支持证书导入向导、证书导出、证书状态查看。系统状态支持展示系统各核心服务状态，支持展示系统端口情况。超限管理支持日志容量超限删除策略配置。系统升级支持离线手动升级，支持在线自动升级，支持当前版本展示，支持升级包信息展示，支持向导式升级。

用户管理支持支持基于角色的帐户管理，内置管理员、帐户管理员、系统审计员、安全员、非登录用户(用来通知)，也支持帐号管理，支持新建、删除、停用、启用帐号，支持帐号列表展示，包括帐号名、角色、邮箱、手机号码、可登录IP、状态，支持帐号编辑，支持帐号查询，支持当前帐号信息展示。

网络支持配置网口IP、掩码、网关，支持配置路由。通知配置支持配置邮件服务器信息，支持邮件配置验证，支持配置FTP服务器信息。系统监控支持设置CPU、内存告警阈值和持续时间，支持磁盘容量监控告警阈值设置。系统备份支持远程FTP备份，备份路径可展示，支持按日期、类型两个维度进行备份，支持日志类型多选，支持按日期、按日志类型进行日志恢复，支持资产的备份恢复。系统配置支持NTP配置，支持配置主备服务器地址，支持配置同步方式。日志可按日期、按类型删除，日志类型可多选。报表LOGO可以个性化配置。

诊断工具包括网络诊断、远程协助、快照收集。网络诊断支持ping、tenet等方式诊断连通性。远程协助包含SSH服务、远程调试功能的开启或关闭。快照收集可收集系统快照，然后提交给系统支持人员进行问题诊断。

主要功能：数据接入、证书管理、系统状态、超限管理、升级管理、用户管理、网络配置、通知配置、系统监控、备份管理、NTP配置、日志删除、个性化、诊断工具。

### 消息中心

消息中心主要是完成提醒用户的功能，当有需要通知用户的消息产生时消息中心才会提醒。消息中心还支持系统消息列表展示，包括标题内容、严重级别、创建时间、类型，支持消息操作，包括标记为已读、删除，支持未读消息和已读消息分类查看；支持消息按类型过滤。

主要功能：消息展示、消息操作。

### 串口管理

串口管理主要管理与外设间的通讯。串口管理支持系统配置，包括SSH服务启停、支持设备关怀报务启停，支持上传离线升级包升级，支持配置在线升级策略自动升级，支持系统诊断、网络连接诊断，支持展示产品信息、系统服务状态、端口状态、快照信息等，支持配置管理口IP、掩码、网关，支持配置管理口路由，支持恢复WEB界面管理员密码，支持设置系统时钟，支持进行网络诊断，支持将系统中数据(除证书、版本、网络配置)进行删除，支持重新生产设备，将设备生产至出厂状态，支持支持重启系统、关闭系统。

主要功能：系统配置、系统升级、诊断工具、系统状态、网络配置、密码恢复、时钟设置、网络诊断、数据清除、重新生产、系统管理。

### 日志存储

日志存储主要是对日志存储的配置，主要功能：

1. 支持原始日志存储，支持范式化日志存储；
2. 自定义存储周期，最长6个月。

## 性能描述

本产品分为两个型号，分别是SASNX3-L1\*00型和SASNX3-L2\*00型。

1.SASNX3-L1\*00型

该型号性能规格：

默认可接入40个日志源，可购买授权扩展，扩展上限受日志平均处理能力（1000EPS）限制。单台日志处理性能：平均1000EPS，10亿背景数据指定字段查询最快可在5秒内响应。

硬件规格：

1U标准式机架，冗余双电源，专用硬件平台和安全操作系统，1个Concole口，2GE口，1CF卡，32G内存，支持多端口采集，可支持14千兆数据采集口或4个万兆数据采集口，存储容量4TB，支持存储容量定制扩展。

2.SASNX3-L2\*00型

该型号性能规格：

默认可接入40个日志源，可购买授权扩展，扩展上限受日志平均处理能力（5000EPS）限制。单台日志处理性能：平均5000EPS，10亿背景数据指定字段查询最快可在5秒内响应。

硬件规格：

2U标准式机架，冗余双电源，专用硬件平台和安全操作系统，1个Concole口，2GE口，1CF卡，32G内存，支持多端口采集，可支持34千兆数据采集口或8个万兆数据采集口，存储容量12TB(RAID5)，支持存储容量定制扩展。